
Attacks on critical infrastructure sites are now a fact of life 
not simply a potential threat. The European Commission’s 
communication encourages international cooperation 
on Critical Infrastructure Protection in the fight against 
terrorism, enhancing European prevention, preparedness 
and response in the event of terrorist attacks or man-
made/nautral disasters involving critical infrastructures.

Preliminary Conference Programme
Critical Infrastructure Protection and Resilience Europe 
brings together leading stakeholders from industry, 
operators, agencies and governments to debate and 
collaborate on securing Europe’s critical infrastructure. 

Your invitation and guide to the premier discussion for 
critical infrastructure protection and resilience.

Leading the debate for securing 
Europe’s critical infrastructure

REGISTER TODAY
Early Bird Discount 

deadline 9th April 2017

9th-11th May 2017
The Hague, Netherlands
www.cipre-expo.com

Converge; Collaborate; Cooperate

Owned & Organised by: Media Partners:Hosted by: Supporting Organisations:



Welcome to Critical Infrastructure 
Protection and Resilience Europe 
Attacks on critical infrastructure sites are a favoured target 
for terrorist groups, for good reason. They offer what is seen 
by the terrorist as a soft target, that is, maximum effect 
with minimal chance of interdiction. The potential effects in 
terms of damage, the hugely detrimental economic impact, 
disruption of normal daily life and resulting publicity, can 
far outweigh the terrorist organisations commitment in both 
manpower and risk.
 
The European Commission has adopted a communication 
on Critical Infrastructure Protection in the fight against 
terrorism, enhancing European prevention, preparedness 
and response in the event of terrorist attacks involving 
critical infrastructures.
 
The European Programme for Critical Infrastructure 
Protection (EPCIP) considers measures that will 
enhance the level of protection of infrastructure against 
external threats, with the Operator Security Plan for all 
infrastructures designated as European critical.
 
Critical Infrastructure Protection and Resilience Europe 
will bring together leading stakeholders from industry, 
operators, agencies and governments to collaborate on 
securing Europe. The conference will look at developing 
existing national or international legal and technical 
frameworks, integrating good risk management, strategic 
planning and implementation.

The European Union is developing its policy on critical 
energy infrastructures in relation to the European 
Programme for Critical Infrastructure Protection (“EPCIP”) 
which considers measures that will enhance, where 
necessary, the level of protection of certain infrastructures 
against external threats.

The integrity of critical infrastructures and their reliable 
operation are vital for the well-being of the citizens and 
the functioning of the economy. The implementation of 
the EPCIP, under Council Directive 2008/114/EC on 
the identification and designation of European critical 
infrastructures and the need to improve their protection, 
has not been completely successful. 

Why the Need for Such a Discussion?

Article 196 of the Lisbon Treaty enshrines in law that the 
Union shall encourage cooperation between Member 
States in order to improve the effectiveness of systems for 
preventing and protecting against natural or man-made 
disasters.

The Union’s action shall aim to:
(a) support and complement Member States’ action 
at national, regional and local level in risk prevention, in 
preparing their civil-protection personnel and in responding 
to natural or man-made disasters within the Union;
(b) promote swift, effective operational cooperation within 
the Union between national civil-protection services;
(c) promote consistency in international civil-protection work.

The ever changing nature of threats, whether natural 
through climate change, or man-made through terrorism 
activities, either physical or cyber attachks, means the 
need to continually review and update policies, practices 
and technologies to meet these demands.

Follow us:

Critical Infrastructure Protection & Resilience Europe

“The EU Internal Security Strategy highlights that critical 
infrastructure must be better protected from criminals who 
take advantage of modern technologies and that the EU 
should continue to designate critical infrastructure and put 
in place plans to protect such assets, as they are essential 
for the functioning of society and the economy.”
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Why Attend?
Your attendance to Critical Infrastructure Protection and 
Resilience Europe will ensure you are up-to-date on the 
lastest issues, policies and challenges facing the security of 
Europe’s critical national infrastructure (CNI).
 
You will also gain an insight in to what the future holds for 
Europe’s, the collaboration and support between member 
nations required to ensure CNI is protected from future 
threats and how to better plan, coordinate and manage a 
disaster. 

• High level conference with leading industry speakers and 
professionals

• Learn from experiences and challenges from the experts
• Gain insight into national and European CIP 

developments
• Constructive debate, educational opportunities and 

cooperation advocacy
• Share ideas and facilitate in valuable inter-agency 

cooperation
• Exhibition showcasing leading technologies and products
• Networking events and opportunities

For further information and details on how to register visit
www.cipre-expo.com

For conference or registration queries please contact:
Neil Walker
Events Director
T: +44 (0) 7725 318601   |   F: +44 (0) 872 111 3210
E: neilw@torchmarketing.co.uk

Who Should Attend
Critical Infrastructure Protection and Resilience Europe 
is for:

• Police and Security Agencies
• Emergency Services
• National government agencies responsible for national 

security and emergency/contingency planning
• Local Government
• CEO/President/COO/VP of Operators of national 

infrastructure
• Security Directors/Managers of Operators of national 

infrastrucure
• CISO of Operators of national infrastrucure
• Facilities Managers – Nuclear, Power, Oil and Gas, 

Chemicals, Telecommunications, Banking and Financial, 
ISP’s, water supply

• Information Managers
• Port Security Managers
• Airport Security Managers
• Transport Security Managers
• Event Security Managers
• Architects
• Civil Engineers
• EU 
• NATO
• Military
• Border Officials

Join us in The Hague for Critical Infrastructure Protection and Resilience 
Europe and join the great debate on securing Europe’s critical infrastructure.

“Disruption to infrastructures providing key services 
could harm the security and economy of the EU as 
well as the well-being of its citizens.”
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Schedule of Events

Tuesday 9th May
2:00pm-3:30pm - Opening Keynote Session
3:30pm-4:00pm - Networking Coffee Break

4.00pm-5:30pm - Plenary Session 1: Convergence in CIP and CIIP
7:00pm - Welcome Reception

Wednesday 10th May
9:30am-10:45am - Session 2: IET Round Table

10:45am-11:15am - Networking Coffee Break in Exhibition Hall
11.15am-12:30pm - IET Round Table

12:30pm-2:00pm - Delegate Networking Lunch

12:30pm-2:00pm - Delegate Networking Lunch

2pm-4:00pm - Plenary Session 7: Critical Infrastructure Interdependencies

Critical Infrastructure 
Protection Track

2:00pm-3:15pm - Session 3a: Emerging and Future 
Threats on CNI

3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:30pm - Session 4a: Public Private 

Partnership - Successful Risk Management and 
Resilience

Critical Information Infrastructure 
Protection / Cyber Security Track

2:00pm-3:15pm - Session 3b: Cyber Security 
Legislation, Best Practice & Standards

3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:30pm - Session 4b: Emerging Cyber 

Threats

5:30pm - Networking Reception in Exhibition Hall

Thursday 11th May

Critical Infrastructure 
Protection Track

9:00am-10:15am - Session 5a: Transport and 
Energy Security & Building in Resilience

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: Enhancing 

Preparedness & Response Capabilities

Critical Information Infrastructure 
Protection / Cyber Security Track

9:00am-10:15am - Session 5b: Critical Information 
Analysis, Protection and Response

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: Cyber 

Techniques and Technologies to Detect, Prevent 
and Protect



HOW TO REGISTER
1. Online at www.cipre-expo.com. 

2. Complete the Registration Form at the back of this booklet and email to: cipre@torchmarketing.co.uk.

3. Complete the Registration Form at the back of this booklet and fax to +44 (0) 872 111 3210.
4. Complete the Registration Form at the back of this booklet and mail to:  

CIPRE, Torch Marketing, 53 Clarendon Road, Cheshunt, Herts EN8 9DJ, United Kingdom.

EARLY BIRD DISCOUNT - deadline 9th April 2017
Register yourself and your colleagues as conference delegates by 9th April 2017 and save with the Early 
Bird Discount.

Discounts for Members of Supporting Associations
If you are a member of one of the following trade associations, supporters of the Critical Infrastructure 
Protection & Resilience Europe, then you can benefit from a special discount rate:

- The Hague Security Delta (HSD)
- National Security & Resilience Consortium (NS&RC)
- International Association of CIP Professionals (IACIPP)
- Confederation of European Security Services (CoESS)
- Organisation for Security & Cooperation in Europe (OSCE)
- Institute of Engineering & Technology (IET)
- European Network for Cyber Security (ENCS)
- International Security Industry Organization (ISIO)
- Association of Risk and Crisis Communication  (ARCC)
- Security Partners Forum (SPF)

Check the Registration Form at the back of this booklet for full details.

On-Site Registration Hours
Tuesday 9th May	  	 2.00pm to 5.00pm
Wednesday 10th May		 8.30am to 7.00pm
Thursday 11th May	  	 8.30am to 4.00pm

Exhibition Opening Hours
Wednesday 10th May 		 9.30am to 7.00pm
Thursday 11th March		  9.30am to 4.30pm

Keeping the traffic moving – Balancing security 
needs against the free movement of goods and people
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IET Round Table
Wednesday 10th May - 9.30am to 12:30pm
NOW AN INTEGRAL PART OF THE CONFERENCE PROGRAMME

The IET Sectors: Transport, Information and Communications and Built Environment are organising 
this years roundtable discussion event at the Critical Infrastructure Protection and Resilience 
Europe (CIPRE) event on Wednesday 10th May at the Crowne Plaza Den Haag Promenade in The 
Netherlands.

Following such demand and positive feedback from the success of previous discussions, the IET 
Round Table is now an integral part of the conference programme, ensuring all delegates can 
participate and benefit.
 
The cyber threats to CNI 
In a world where everything is connected in some way, shape or form, where the Internet of Things 
(IoT) has risen in prominence and where the proliferation and dependence of mobile devices is 
pervasive, having the necessary cyber and physical security to realise and sustain secure and 
resilient critical infrastructure is said by some to be more critical than ever before.  

Moreover the digital technologies which power our financial, communications, utilities, security and 
defence infrastructure may at the same time pose a significant threat to those systems.

Industrial control systems may also offer new and additional targets to those looking for opportunities 
to embark on malicious behaviour.

The IET will discuss how real these scenarios are, and encourage debate around the following areas:

• Is our infrastructure really that vulnerable or is 
the threat grossly exaggerated?
• Are there risk posed by foreign involvement?
• What is the best case scenario in the event of a 
well-executed cyber-attack?
• Are we taking the necessary measures to protect 
our infrastructure?
• How can we ensure the necessary cyber and 
physical security to achieve and maintain secure 
and resilient critical infrastructure?

The IET will present the findings and outcomes of the IET Round Table discussions during the final 
Plenary Session on Thursday 10th March.
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2:00pm-3:30pm - Opening Keynote
Chair: John Donlon QPM, FSI 

International adviser on security intelligence

Sir Julian King
Commissioner for Security Union, European Commission

Dr. Timo Hauschild
Head of CIP section, Federal Office for Information Security (BSI), Germany

TBC

3:30pm-4:00pm - Networking Coffee Break

4:00pm-5:30pm - Plenary Session 1: Convergence in CIP and CIIP
A collaborative approach to CIP and CIIP is a priority if we are to effectively to safeguard our critical infrastructure. As 
more and more essential systems are managed electronically, interdependence between systems both physical and 

cyber needs to be clearly understood to ensure the delivery of services in the face of natural disasters, terrorist attacks, 
and criminal activity.

Space-based Services contributing to protect Critical Infrastructure 
Gonzalo Martin de Mercado, Studies manager, Integrated Applications, ESA – European Space Agency, UK

Thomas Wuchte, Head of Anti-Terrorism Issues Transnational Threats Department, OSCE

Andrew Wright, Head of Industrial Resources and Communication Services Group (IRCSG), NATO

Progress report: the case for standardization in Critical Infrastructure Protection 
Catherine Piana, Director General, CoESS - Confederation of European Security Services

7:00pm-9:00pm - Welcome Reception

Conference Programme

Tuesday 9th May

*invited



9:30am-10:45am - Session 2: IET Round Table (part 1)
Chair: Institution of Engineering & Technology

The Cyber Threats to CNI 
In a world where everything is connected in some way, shape or form, where the Internet of Things 
(IoT) has risen in prominence and where the proliferation and dependence of mobile devices is 
pervasive, having the necessary cyber and physical security to realise and sustain secure and resilient 
critical infrastructure is said by some to be more critical than ever before.  

Moreover the digital technologies which power our financial, communications, utilities, security and 
defence infrastructure may at the same time pose a significant threat to those systems.

Industrial control systems may also offer new and additional targets to those looking for opportunities 
to embark on malicious behaviour.

The IET will discuss how real these scenarios are, and encourage debate around the following areas:
• Is our infrastructure really that vulnerable or is the threat grossly exaggerated?
• Are there risk posed by foreign involvement?
• What is the best case scenario in the event of a well-executed cyber-attack?
• Are we taking the necessary measures to protect our infrastructure?
• How can we ensure the necessary cyber and physical security to achieve and maintain secure and 
resilient critical infrastructure?

10:45am-11:15am - Networking Coffee Break

11:15am-12:30pm - IET Round Table (part 2)

Continuing discussions on the Cyber Threats in CNI hosted by the IET

12:30pm-2:00pm - Delegate Networking Lunch

Wednesday 10th May
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Critical Infrastructure 
Protection Track

2:00pm-3:15pm - Session 3a: Emerging and 
Future Threats on CNI
Threats to critical national infrastructure come in 
many forms, whether it is UAV’s, disruption of GPS/
GNSS signals or flood waters. Identifying new and 
potential threats is crucial to enabling governments, law 
enforcement, operators and stakeholders to take the 
necessary steps to mitigate against possible disruption.
Alastair Reed, Director, International Centre for Counter 
Terrorism
Climate Change and Infrastructure Adaptation 
Duane R. Verner, AICP, Program Manager, Argonne 
National Laboratory, USA
Current Research and Emerging issues in Energy and 
Surface Transport Critical Infrastructure 
George Boustra, Dean, Ioannis Gregoriou School of 
Business Administration, European University Cyprus, 
Centre for Risk, Safety and the Environment (CERISE)

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:30pm - Session 4a: Public Private 
Partnership - Successful Risk Management and 
Resilience
As so much critical national infrastructure is in the 
hands of public sector organisations - Public, Private 
Partnership is a prerequisite for successful risk 
management and resilience.
Senior Representative, Ministry of Security & Justice, 
The Netherlands*
Public Private Partnership - A Driving Vehicle for 
a Successful Risk Management and Resilience of 
Critical Infrastructures: from Republic of Croatia to 
Kingdom of Sweden 
Robert Mikac, Faculty of political science, Croatia; 
National Protection and Rescue Directorate, Croatia; 
Philip Rydén, Chief Security Officer, E.ON Sverige AB
Smart public private partnering in Critical 
Infrastructure Protection & Resilience 
Harold Bousché Msc, Business Director National 
Security, TNO Defence, Safety & Security

5:30pm - Networking Reception in Exhibition Hall

Wednesday 10th May

Critical Information Infrastructure 
Protection / Cyber Security Track

2:00pm-3:15pm - Session 3b: Cyber Security 
Legislation, Best Practice & Standards
As cyber-attacks become increasingly common, it is the 
role state actors to ensure that robust and comprehensive 
legislation is in place to ensure the proper protection and 
resilience of critical national infrastructure as well as 
promote the application of best practice.
Senior Representative, National Cyber Security Centre, 
Netherlands
National Information Security Directive (NIS Directive)
Konstantinos Moulinos, CIIP Project Manager, ENISA
Best Practice & Standards in the Energy Sector 
Anjos Nijk, Managing Director, European Network for 
Cyber Security
Protecting critical infrastructure by understanding 
interdependencies 
Jaya Baloo, CISO, KPN, Netherlands

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:30pm - Session 4b: Emerging Cyber 
Threats
The increasing complexity, large scale connectivity 
and interdependency of CIP and CIIP sytems makes 
indentification of new and emerging threats more urgent 
than ever.
Ransomware as an Emerging Threat to CNI 
Martin Lee, Technical Lead, Security Research, CISCO
Countering threats out-of-area 
Cyril Widdershoven, Director, VEROCY/NAMEA/MEA-
Risk
Protecting CNII Against Cyber Threats: A Coherent 
Response Through CSIRT 
Dr Zahri Yunos, Chief Operating Officer, Cyber Security 
Malaysia
Understanding the Vulnerabilities of Critical Energy 
Infrastructure to Cyber Terrorism: How to Secure our 
Energy Systems 
Ayhan Gücüyener, Regional Director, International 
Association of CIP Professionals, Turkey
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Critical Infrastructure 
Protection Track

9:00am-10:30am - Session 5a: Transport and 
Energy Security & Building in Resilience 
The energy sector is particularly vulnerable to both 
climate change and terrorist attack and whilst the 
transport system is in itself vulnerable, it is also crucial to 
the resilience of all areas of CNI.
Nothing Happens If You Can’t Move 
Michael Lowder, Director - Office of Intelligence, Security 
& Emergency Response, US Dept of Transportation
System Transformation: The Analysis of Smart 
Systems in the Integrative Context of Risk, 
Resilience, and Sustainability 
Dr. Merja Hoppe, Senior lecturer; member of the 
institute’s directorate, project manager, Zurich 
University of Applied Sciences/Institute of Sustainable 
Development INE
Protection of land transport infrastructure against 
extreme rainfall events using a four step risk based 
approach 
Kalliopi Anastassiadou, Research Associate & Project 
Manager, Federal Highway Research Institute of 
Germany / Bundesanstalt für Straßenwesen
The Total Security Process Reengineering TSPR solution 
to Securing Waterside and Maritime Infrastructure
Nikos Bogonikolos, President & CEO, Aratos 
Technologies, Greece

10:30am-11:15am - Networking Coffee Break

11:15am - 12:30pm - Session 6a: Enhancing 
Preparedness & Response Capabilities
Prior, planning and preparation is the key to ensuring 
that CNI operators have the right equipment, processes 
and procedures in place to respond in the event of an 
emergency.
Terrorist attacks on airports: lessons learned from 
recent events (Brussels and Istanbul) 
Lina Kolesnikova, Security Advisor, Belgium
Adopting Change Management Models to Improve 
Critical Infrastructure Security Sectors
Drew Williams, Principal Security Solutions Architect, 
Leidos (formerly Lockheed Martin), USA
Improving Response Time using CISIApro Simulator
Prof. Stefano Panzieri, Associate Professor, University 
Roma TRE, Italy

Critical Information Infrastructure 
Protection / Cyber Security Track

9:00am-10:30am - Session 5b: Critical 
Information Analysis, Protection and Response
How do we ensure that CNI operators have the right 
analysis and protection systems in place to prevent the 
disruption or destruction critical information infrastructure 
and have the right resilience proceedures in place the 
event of a breach. 
Romanian endeavors in cybersecurity - the National 
System for the Protection of the Critical IT&C 
Infrastructures against the Threats from Cyberspace
Gabriela Matei, Analysis Team Manager, National 
CYBERINT Center, Romania
Aurelio Blanquet, Head of Department of Automation, 
Telecommunication and Telecontrol - EDP 
Distribuição & Chair EE-ISAC, Portugal*
Understanding and Measuring Adaptive Adversarial 
Decision-Making in Critical Infrastructure 
Cyberattacks 
Senior Representative, Temple University, USA
What should we actually protect?
Senior Representative, Information Systems Security 
Bureau (ISSB), Croatia

10:30am-11:15am - Networking Coffee Break

11:15am - 12:30pm - Session 6b: Cyber 
Techniques and Technologies to Detect, Prevent 
and Protect
The increasing levels of cyber-attacks and advanced 
persistent threats require a new approach to cyber 
protection. Detecting and preventing intrusion earlier in the 
attack is critical and developing a multi-layered approach 
are key to success. New methodologies, devices and 
technologies must be found to detect threats as early as 
possible and provide strength-in-depth.
Lessons from a red team exercise 
Peter Wood, Chief Executive Officer, First Base 
Technologies, UK
Innovation in ICS CyberSecurity” - Leading from the 
front on threat to Critical Cyber Infrastructure 
Senior Representative, CybernetIQ
Using disruptive technology to safeguard Critical 
Infrastructures 
Senior Representative, SIM-CI Simulating Critical 
Infrastructures, Netherlands

Thursday 11th May



Thursday 11th May

12:30pm-2:00pm - Delegate Networking Lunch

2pm-4:00pm - Plenary Session 7: Critical Infrastructure Interdependencies
It is the interdependencies between large numbers of independent cirtitical national infrastructures that is the catalyst 
for multiple failures in the so called cascade effect. How do we identify the weaknesses and prevent and/or mitigate 

the effects? 
Stronger Emergency preparedness of the EU’s CI through joint exercising 

Pepijn van den Broek, Senior Associate, International Safety Research Europe BV & Ben Govers, Senior 
Advisor / Project Manager, Dutch Ministry of Security and Justice, Netherlands

Critical Infrastructure Interdependency Assessment 
Frederic Petit, Principal Infrastructure Analyst/ Research Scientist, Argonne National Laboratory and 

Regional Director, International Association of CIP Professionals, USA

National Test Bed Programme 
Richard Franken, Executive Director The Hague Security Delta

Current access control systems unprotected against cyber threats 
Senior Representative, Nedap*

IET Round Table Summary
IET Chairman

Conference Close by John Donlon QPM, FSI, Conference Chairman

Register online at www.cipre-expo.com/onlinereg
Early Bird Deadline - 9th April 2017
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Networking Reception
WEDNESDAY 10th MAY 
5.30pm - 7:00pm
Exhibition Floor
We invite you to joins us at the end of the 
opening day for the Critical Infrastructure 
Protection & Resilience Europe Networking 
Reception, which will see the CNI security 
industry management professionals gather for 
a more informal reception.

With the opportunity to meet colleagues and 
peers you can build relationships with senior 
government, agency and industry officials in a 
relaxed and friendly atmosphere.

The Networking Reception is free to attend and 
open to industry professionals.

We look forward to welcoming you.

Built in security - increasing security without turning 
our public buildings and spaces into fortresses



The Hague

The Hague, international city of peace and justice, 
is strategically situated in the western part of the 
Netherlands. Located in the heart of one of Europe’s 
largest urban centres, the city has excellent rail, 
road and internet connections with the rest of the 
Netherlands and Europe. With two international 
airports within easy reach, The Hague’s accessibility 
and strategic location could not be better.

The Hague’s current role as a focal point for 
international organisations and the global community 
is part of a tradition dating back more than 750 years. 
“Legal capital of the world.” Former Secretary-General 
of the United Nations Boutros Boutros-Ghali uttered 
these words to describe The Hague’s unique position.

The Hague is also the official seat of the Crown and 
government, home to hundreds of international 
organisations and multinationals and one of the 
world’s top three UN cities. There are 160 international 
institutions and organisations in The Hague, employing 
more than 14,000 people who are committed to 
working towards a safe and secure world.

The Venue

Crowne Plaza Den Haag - Promenade
Van Stolkweg 1
2585 JL Den Haag 

The Crowne Plaza Den Haag is a 5-star hotel, located a 
few minutes from the Dutch Parliament, World Forum 
Convention Centre, Madurodam and Peace Palace.

This luxury hotel venue offers excellent business 
amenities, including a business center and excellent 
meeting/conference rooms.

Accommodation includes modern rooms with air-
conditioned and balcony. They feature a desk, seating 
area, minibar and flat-screen TV. All bathrooms are 
fitted with a bath and shower.

We are delighted that Critical Infrastructure Protection 
& Resilience Europe will be held in this prestigous hotel 
venue, which offers easy access, convenience and a 
wonderful envionment to discuss business.
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Communications Resilience – In the event of a 
disaster, how do you keep the information flowing

Supported by the Municipality of The Hague and
The Hague Security Delta

Cyber Security Capital
The Hague has become Europe’s cyber security capital. 
Many influential cyber security organisations are 
based in The Hague area, including the National Cyber 
Security Centre, the European Cyber Crime Centre, 
the NATO Communications and Information Agency, 
Europol, and the Defence Cyber Command. Also, many 
large and niche businesses and knowledge institutions 
in cyber security, including the Cyber Security Academy, 
have come to The Hague and are united in the Dutch 
security cluster.

The Hague Security Delta
The Hague Security Delta (HSD) is the largest security 
cluster in Europe. In this Dutch cluster, businesses, 
governments, and knowledge institutions work together 
on innovation and knowledge in the fields of cyber 
security, national and urban security, protection of 
critical infrastructure, and forensics. They have a 
common goal: more business activity, more jobs, 
and a secure world. The HSD Campus, the national 
innovation centre for security with living labs, education 
and training facilities, flexible office space and 
meeting rooms, is based in The Hague. Businesses, 
governments and knowledge institutions from across 
the country collaborate at the HSD Campus to develop 
knowledge, products, and services that contribute to 
a safer and more secure world. The Campus is the 
inspiring meeting place for entrepreneurs, students 
and professionals in the security cluster. In The Hague 
region alone 400 security businesses operate and 
employ 13,400 people. 
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“Although the EC Directive has helped in ‘assessing 
the need to improve the protection of European 

critical infrastructures’ in the transport and energy 
sectors, there is no indication that it has actually 

improved security in these sectors.”

Sponsorship Opportunities

A limited number of opportunities exist to commercial 
organisations to be involved with the conference and 
the opportunity to meet and gain maximum exposure to 
a key and influential audience.

Some of the sponsorship package opportunities are 
highlighted on the left. Packages can be designed 
and tailored to meet your budget requirements and 
objectives.

Exhibiting Investment

The cost of exhibiting at the Critical Infrastructure 
Protection & Resilience Europe is for a minimum 6 
sq.m. shell scheme stand.

Fully Furnished Shell Scheme - £495 / €670 per sq.m.

Fully Furnished Package includes: floor space, walls, 
name board, furniture (table and 2 chairs), literature 
rack, lights, power socket, 2 exhibition booth passes with 
lunch and coffee breaks included, listing in the official 
event guide and website.

Standard Shell Scheme - £415 / €560 sq.m.

Standard Package includes: floor space, walls, name 
board, lights, 2 exhibition booth passes with lunch 
and coffee breaks included, listing in the official event 
guide and website.

Additional Exhibition Booth Passes can purchased 
at a cost of £100/€130 each, which includes lunch 
and coffee breaks for two days.

How to Exhibit
Gain access to a key and influential audience 
with your participation in the limited exhibiting 
and sponsorship opportunities available at the 
conference exhibition.

To discuss exhibiting and sponsorship opportunities 
and your involvement with Critical Infrastructure 
Protection & Resilience Europe please contact:

Paul Gloc
(UK and Rest of Europe)
E: paulg@torchmarketing.co.uk
T: +44 (0) 7786 270 820

Marc Soeteman
(Benelux & Germany)
E: marcs@torchmarketing.co.uk
T: +31 (0) 6 1609 2153

Jerome Merite
(France)
E: j.callumerite@gmail.com
T: +33 (0) 6 11 27 10 53

Bernadette Terry
(North America)
E: bernadette@btiglobalinnovation.com
T: +1-613-501-5316

Why participate and be involved?

Critical Infrastructure Protection and Resilience 
Europe provides a unique opportunity to meet, 
discuss and communicate with some of the most 
influential critical infrastructure protection and 
security policy makers and practitioners.

Your participation will gain access to this key target 
audience:

• raise your company brand, profile and awareness
• showcase your products and technologies
• explore business opportunities in this dynamic 

market
• provide a platform to communicate key messages
• gain face-to-face meeting opportunities

Critical Infrastructure Protection and Resilience 
Europe gives you a great opportunity to meet key 
decision makers and influencers.
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Critical Infrastructure Protection & Resilience Europe 2017.
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DELEGATE DETAILS 
(Please print details clearly in English. One delegate per form, please 
photocopy for additional delegates.)

Title: ________   First Name: _________________________ 

Surname: ________________________________________

Job Title: _________________________________________ 
 
Company: ________________________________________

E-mail: __________________________________________ 

Address: _________________________________________

Street: ___________________________________________

Town/City: ________________________________________

County/State: _____________________________________

Post/Zip Code: ____________________________________	

Country: _________________________________________

Direct Tel: (+     ) ___________________________________

Mobile: (+     ) _____________________________________

Direct Fax: (+     ) __________________________________

Signature : _______________________ Date: ___________
(I agree to the Terms and Conditions of Booking)

DELEGATE REGISTRATION FORM

PAYMENT DETAILS 
(METHOD OF PAYMENT - Conference fees are subject to Dutch VAT at 21%.)

	 Wire Transfer (Wire information will be provided on invoice)

	 Credit Card
	 Invoice will be supplied for your records on receipt of the order/payment.

Please fill in your credit card details below:
	 Visa	 MasterCard

All credit card payments will be subject to standard credit card charges.

Card No: ________________________________________________

Valid From ____ / ____   Expiry Date ____ / ____

CVV Number ______ (3 digit security on reverse of card)

Cardholder’s Name: _______________________________________

Signature: _______________________________  Date: __________
I agree to the Terms and Conditions of Booking.

CONFERENCE FEES 
GOVERNMENT, MILITARY AND PUBLIC SECTOR/AGENCY
Individual Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and 2 lunches)
	 Paid before 9th April 2017 ............................................	 €450
	 Paid on or after 9th April 2017 ......................................	 €550

OPERATORS OF INFRASTRUCTURE
Individual Full Conference
(includes 2 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and 2 lunches)
	 Paid before 9th April 2017 ........................................... 	 €650
	 Paid on or after 9th April 2017 ..................................... 	 €750 

Commercial Organisations
Individual Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and lunch)
	 Paid before 9th April 2017 ........................................... 	 €795
	 Paid on or after 9th April 2017 ..................................... 	 €950

Individual Day Delegate
(includes access to conference on the day, coffee breaks and lunch on the day)
	 Paid before 9th April 2017 ............................................ 	 €500
	 Paid on or after 9th April 2017 ...................................... 	€600
	 Attending on:           9th May         10th May          11th May
Association Full Conference
Please indicate the Association you are registering under)
	 Paid before 9th April 2017 ........................................... 	 €695
	 Paid on or after 9th April 2017 ..................................... 	 €760
	 HSD	 NS&RC	    COESS
	 ARCC	 ENCS             ISIO	 IACIPP
	 IET	 SPF

	 Conference Proceedings only .................................. 	€495

	 EXHIBITION ONLY ...................................................... 	FREE
(includes access to exhibition floor only)

Complete this form and fax to +44 (0) 872 111 3210 or email to cipre@torchmarketing.co.uk

EARLY BIRD SAVINGS
Book your delegate place by 9th April 2017
and save with the Early Bird rate

Terms and Conditions of Booking 
Payment: Payments must be made with the order. Entry to the conference 
will not be permitted unless payment has been made in full prior to 9th April 
2017.
Substitutions/Name Changes: You can amend/change a delegate prior 
to the even start by notifying us in writing. Two or more delegates may not 
‘share’ a place at an event. Please ensure separate bookings for each 
delegate. Torch Marketing Co. Ltd. reserve the right to refuse entry.
Cancellation: If you wish to cancel your attendance to the event and you are 
unable to send a substitute, then we will refund/credit 50% of the due fee less 
a £100 administration charge, providing that cancellation is made in writing 
and received before 9th April 2017. Regretfully cancellation after this time 
cannot be accepted. If we have to cancel the event for any reason, then we 
will make a full refund immediately, but disclaim any further liability.
Alterations: It may become necessary for us to make alterations to the 
content, speakers or timing of the event compared to the advertised 
programme.
Data Protection: Torch Marketing Co. Ltd. gathers personal data in           
accordance with the UK Data Protection Act 1998 and we may use this to 
contact you by telephone, fax, post or email to tell you about other products 
and services.
Please tick if you do not wish to be contacted in future by:
	 Email	 Post	 Phone	 Fax

REGISTRATION IS SIMPLE
1. Register online at www.cipre-expo.com 
2. Complete this form and email to:  

cipre@torchmarketing.co.uk
3. Complete this form and fax to +44 (0) 872 111 3210
4. Complete this form and mail to:  

CIPRE 2017, Torch Marketing, 53 Clarendon Road, 
Cheshunt, Herts EN8 9DJ, UK.

3 for 2 Offer
Benefit from 3 delegate places for the price of 2 by registering 
online at www.cipre-expo.com/onlinereg


