The ever-changing nature of threats, whether natural through climate change, or man-made through terrorism activities, either physical or cyber attacks, means the need to continually review and update policies, practices and technologies to meet these growing demands.

**Preliminary Conference Programme**

Critical Infrastructure Protection and Resilience Europe brings together leading stakeholders from industry, operators, agencies and governments to debate and collaborate on securing Europe’s critical infrastructure.

The conference will look at developing existing national or international legal and technical frameworks, integrating good risk management, strategic planning and implementation.

**Leading the debate for securing Europe’s critical infrastructure**
Welcome to Critical Infrastructure Protection and Resilience Europe

Attacks on critical infrastructure sites are a favoured target for terrorist groups, for good reason. They offer what is seen by the terrorist as a soft target, that is, maximum effect with minimal chance of interdiction. The potential effects in terms of damage, the hugely detrimental economic impact, disruption of normal daily life and resulting publicity, can far outweigh the terrorist organisations commitment in both manpower and risk.

The European Commission has adopted a communication on Critical Infrastructure Protection in the fight against terrorism, enhancing European prevention, preparedness and response in the event of terrorist attacks involving critical infrastructures.

The European Programme for Critical Infrastructure Protection (EPCIP) considers measures that will enhance the level of protection of infrastructure against external threats, with the Operator Security Plan for all infrastructures designated as European critical.

Critical Infrastructure Protection and Resilience Europe will bring together leading stakeholders from industry, operators, agencies and governments to collaborate on securing Europe. The conference will look at developing existing national or international legal and technical frameworks, integrating good risk management, strategic planning and implementation.

The European Union is developing its policy on critical energy infrastructures in relation to the European Programme for Critical Infrastructure Protection (“EPCIP”) which considers measures that will enhance, where necessary, the level of protection of certain infrastructures against external threats.

The integrity of critical infrastructures and their reliable operation are vital for the well-being of the citizens and the functioning of the economy. The implementation of the EPCIP, under Council Directive 2008/114/EC on the identification and designation of European critical infrastructures and the need to improve their protection, has not been completely successful.

Why the Need for Such a Discussion?

Article 196 of the Lisbon Treaty enshrines in law that the Union shall encourage cooperation between Member States in order to improve the effectiveness of systems for preventing and protecting against natural or man-made disasters.

The Union’s action shall aim to:
(a) support and complement Member States’ action at national, regional and local level in risk prevention, in preparing their civil-protection personnel and in responding to natural or man-made disasters within the Union;
(b) promote swift, effective operational cooperation within the Union between national civil-protection services;
(c) promote consistency in international civil-protection work.

The ever changing nature of threats, whether natural through climate change, or man-made through terrorism activities, either physical or cyber attachks, means the need to continually review and update policies, practices and technologies to meet these demands.

“The EU Internal Security Strategy highlights that critical infrastructure must be better protected from criminals who take advantage of modern technologies and that the EU should continue to designate critical infrastructure and put in place plans to protect such assets, as they are essential for the functioning of society and the economy.”
Why Attend?

Your attendance to Critical Infrastructure Protection and Resilience Europe will ensure you are up-to-date on the lastest issues, policies and challenges facing the security of Europe’s critical national infrastructure (CNI).

You will also gain an insight in to what the future holds for Europe’s, the collaboration and support between member nations required to ensure CNI is protected from future threats and how to better plan, coordinate and manage a disaster.

• High level conference with leading industry speakers and professionals
• Learn from experiences and challenges from the experts
• Gain insight into national and European CIP developments
• Constructive debate, educational opportunities and cooperation advocacy
• Share ideas and facilitate in valuable inter-agency cooperation
• Exhibition showcasing leading technologies and products
• Networking events and opportunities

For further information and details on how to register visit www.cipre-expo.com

Who Should Attend

Critical Infrastructure Protection and Resilience Europe is for:

• Police and Security Agencies
• Emergency Services
• National government agencies responsible for national security and emergency/contingency planning
• Local Government
• Facilities Managers – Nuclear, Power, Oil and Gas, Chemicals, Telecommunications, Banking and Financial, ISP’s, water supply
• Information Managers
• Port Security Managers
• Airport Security Managers
• Transport Security Managers
• Event Security Managers
• Architects
• Civil Engineers
• EU
• NATO
• Military
• Border Officials

For conference or registration queries please contact:
Neil Walker
Events Director
T: +44 (0) 7725 318601 | F: +44 (0) 872 111 3210
E: neilw@torchmarketing.co.uk

Join us in The Hague for Critical Infrastructure Protection and Resilience Europe and join the great debate on securing Europe’s critical infrastructure.

“Disruption to infrastructures providing key services could harm the security and economy of the EU as well as the well-being of its citizens.”
Schedule of Events

**Tuesday 3rd March**
3:00pm-5:00pm - IET Round Table Discussion

**Wednesday 4th March**
9:00am-10:30am - Opening Keynote
10:30am-11:00am - Networking Coffee Break in Exhibition Hall
11am-12:30pm - Plenary Session: Bridging the communications gap and enhancing the integration, cooperation and security between CIP and CIIP operations
12:30pm-2:00pm - Delegate Networking Lunch

**Critical Infrastructure Protection Track**
2:00pm-3:15pm - Session 3a: Emerging & Future Threats Detection & Management
3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:15pm - Session 4a: Smart Construction – systems, modelling, intelligent design and specialised materials for more secure CNI

**Critical Information Infrastructure Protection Track**
2:00pm-3:15pm - Session 3b: Concerned About CIIP - Policy, Preparedness and Response
3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:15pm - Session 4b: Meeting the growing cyber security challenges

5:15pm - Networking Reception in Exhibition Hall

**Thursday 5th March**

**Critical Infrastructure Protection Track**
9:00am-10:15am - Session 5a: Transport, Energy & Telecomms Infrastructure Security
10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: Insider Threat and The Human Asset

**Critical Information Infrastructure Protection Track**
9:00am-10:15am - Session 5b: IT/OT Integration
10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: Critical Infrastructures and the BYOD developments - how do organisations manage the security threat?

12:30pm-2:00pm - Lunch Break in Restaurant
2pm-4:00pm - Plenary Session: International & National Agency and Operator Co-operation
4:00pm - Conference Close
HOW TO REGISTER
1. Complete the Registration Form at the back of this booklet and email to: cipre@torchmarketing.co.uk.
2. Complete the Registration Form at the back of this booklet and fax to +44 (0) 872 111 3210.
3. Complete the Registration Form at the back of this booklet and mail to:
   CIPRE, Torch Marketing, 53 Clarendon Road, Cheshunt, Herts EN8 9DJ, United Kingdom.

EARLY BIRD DISCOUNT - deadline 4th February 2015
Register yourself and your colleagues as conference delegates by 4th February 2015 and save with the Early Bird Discount.

Discounts for Members of Supporting Associations
If you are a member of one of the following trade associations, supporters of the Critical Infrastructure Protection & Resilience Europe, then you can benefit from a special discount rate:

- The Hague Security Delta (HSD)
- National Security & Resilience Consortium (NS&RC)
- International Association of CIP Professionals (IACIPP)
- Institute of Engineering & Technology (IET)
- BORDERPOL
- European Network for Cyber Security (ENCS)
- International Security Industry Organization (ISIO)
- Association of Risk and Crisis Communication (ARCC)
- Security Partners Forum (SPF)
- ASD Europe (ASD)

Check the Registration Form at the back of this booklet for full details.

Keeping the traffic moving – Balancing security needs against the free movement of goods and people
Conference Programme

9:00am-10:30am - Opening Keynote
Chair: John Donlon QPM, FSI
International adviser on security intelligence

Mr Ivo Opstelten, Minister of Security & Justice
Minister for Security & Justice, Netherlands

Christos Stylianides*
Commissioner - Humanitarian Aid & Crisis Management, European Commission

Mr. Fernando Sánchez,
Director General, National Centre for Critical Infrastructure Protection (CNPIC), Spain

10:30am-11:00am - Networking Coffee Break

11:00am-12:30pm - Plenary Session: Bridging the communications gap and enhancing the integration, cooperation and security between CIP and CIIP operations

More of our data and critical information is being hosted in the cloud. Important information of our Critical National Infrastructure is also increasingly being held in cyberspace, opening the threat of attack that could delivery overwhelmingly disastrous consequences to the operations and the wider economy. The link of SCADA networks with IT networks allow better and faster communications, yet increase the threats and risks on SCADA communications. How can communication and cooperation, good practices and guidelines improve cyber security detection and response systems for CIP and CIIP?

Chair: Mike Fuller MBE MBA MA, Director, Global Resilience, UK

Christina Goede, Programme manager (Analysis), Office of Information Assurance and Cybersecurity, Swedish Civil Contingencies

Evangelos Ouzounis, Head of Unit - Secure Infrastructure and Services, European Union Agency for Network and Information Security - ENISA

Communicating Resilience – How to keep essential information flowing within our Critical Infrastructures
Chris McIntosh, CEO, ViaSat UK

Overview and Round-Up of IET Roundtable Workshop
Hugh Boyes FIET CISSP, Cyber Security Lead at the Institution of Engineering and Technology

12:30pm-2:00pm - Delegate Networking Lunch
2:00pm-3:15pm - Session 3a: Emerging & Future Threats Detection & Management
The ever changing nature of threats, whether natural, through climate change, or man-made through terrorism activities, means the need to continually review and update policies, practices and technologies to meet these growing demands. But what are those emerging threats and how can we detect, prevent, monitor and manage their levels of potential damage?
Chair: John Donlon QPM, FSI
Mr. Leif Villadsen, Senior Programme Officer and Deputy Director, United Nations Interregional Crime & Justice Research Institute (UNICRI)
Organised Criminal Activities Against Critical Infrastructure
Paul Minnebo, Senior Strategic Intelligence Analyst, EUROPOL
COPERNICUS: the EU’s new Earth Observation Programme
Mauro Facchini, Head of Copernicus Services Unit, DG Enterprise and Industry, European Commission

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:15pm - Session 4a: Smart Construction – systems, modelling, intelligent design and specialised materials for more secure CNI
How can we design and build in better security and resilience into critical infrastructure. How can standards be raised and what techniques can be employed to ensure structural analysis and monitoring of a building before, during or after an extreme event?
Chair: Mike Fuller MBE MBA MA, Global Resilience, UK
Johan Willemen, President, Fédération de l’Industrie Européenne de la Construction (FIEC), Belgium
Development of a time-efficient collapse prognosis software for the protection of critical infrastructure buildings
Tassilo Rinder, Research fellow, Fraunhofer EMI, Germany
ELASSTIC contributes to the Resilience of Infrastructures
Ans van Doormaal, Project leader & Scientist, TNO, Netherlands

2:00pm-3:15pm - Session 3b: Concerned About CIIP - Policy, Preparedness and Response
What is considered critical information for an organisation, and how is this evaluated and valued? Who might be going after your information, how do you know whether it has been hacked and what do you do if someone has copied it? What are the most progressive CIIP policies for today’s interconnected world?
Chair: Geoffrey Riggs, Director, ENCS, Netherlands
Dirk Weiler, Chairman of the Board, ETSI*
Alexander Klimburg, Senior Research Fellow, Hague Center for Security Studies - affiliate Harvard Kennedy School, Netherlands
Cyber Battlefield: Understanding Nation-State Strategies Behind Critical Infrastructure Cyber Attacks
Jaap Schekkerman, Director Global Cyber Security - ICS/CI, CGI Group, Netherlands

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:15pm - Session 4b: Meeting the growing cyber security challenges
97% of all European corporations were hacked in 2013. This is estimated to be 100% in 2015 and an attack on critical infrastructure is guaranteed. We are entering an internet cold war situation and with CNI at risk, that includes nuclear power plants, how do we understand the cyber space environment, the threat and what counter measures can we put in place to protect information?
Chair: Evangelos Ouzounis, Head of Unit - Secure Infrastructure and Services, ENISA
Hans de Vries, Head of National Cyber Security Centre, NCTV, Ministry of Security & Justice, Netherlands
Bruno Halopeau, Assistant Director, Head of European CyberEC3 Strategic & Crime Prevention Advisor, European Cybercrime Centre (EC3), EUROPOL
The Critical Border Cyber Defense Infrastructure of the EU
Ricardo Bn. Baretzky, President, European Centre for Information Policy and Security (ECIPS), CYBERPOL program, Belgium

5:15pm - Networking Reception in Exhibition Hall
### Critical Infrastructure Protection Track

**9:00am-10:15am - Session 5a: Transport, Energy & Telecomms Infrastructure Security**

Transport, power and telecommunications are the crucial economic lifeblood of any modern industrial economy. The fragility of Europe’s exposed transport network across a borderless continent provides unique challenges, including freight and passenger travel through our ports, harbours and airports. Communications infrastructure becomes key during any threat scenario to which many fail when severely damaged, limiting coordinated efforts and potentially causing damage to the economy far in excess of any physical damage they may incur. The problem for the authorities, operators and agencies is to ensure the right balance of security, safety and resilience in facilities that are widely dispersed and subject to diverse ranges of threats.

**Chair:** Darren Lake, Editor in Chief, International Maritime & Port Security

Reinout J.M. Gunst, Security Coordinator, Harbour Master Policy Department, Port of Rotterdam, Netherlands

**Benchmarking transport security levels in Europe**

Simona Cavallini, Head of Area, FORMIT Foundation, Italy

**CockpitCI Project**

Michele Minichino, Coordinator of Critical Infrastructure Protection Program, ENEA, Italy

10:15am-11:00am - Networking Coffee Break

**11:00am - 12:30pm - Session 6a: Insider Threat and The Human Asset**

Critical National Infrastructure can only be successfully run and secured by people and often they are the forgotten element within planning the security of CNI. People are the most valuable asset in any organisation, but may also be your most significant vulnerability. How can you ensure systems are in place to ensure your most valuable asset is not your biggest threat? How can human assets be enhanced to add value and security? What identity management & access control strategies need to be implemented to ensure integrity and legitimacy of personnel?

**Chair:** Geoffrey Riggs, Director, ENCS, Netherlands

Jakub Boratyński, Head of Unit, Trust & Security, Content and Technologies Directorate General (DG CONNECT), European Commission

Ilias Chantzos, Senior Director, Government Affairs EMEA, Global CIP and Privacy Advisor, Symantec

TBC

---

### Critical Information Infrastructure Protection Track

**9:00am-10:15am - Session 5b: IT/OT Integration**

With increasing use of SCADA systems and the modernisation of smart grid and other industry systems utilising IT, how can the Operation Technology (OT) domain remain totally secure with greater access from internet insecurity?

**Chair:** Ricardo Baretzky, President, ECIPS

Klaus Kursawe, Director of Research and Development, European Network for Cyber Security (ENCS), Netherlands

**Security of electricity supply in 2030**

Wolfgang Raskob, Head of Group, Karlsruhe Institute of Technology (KIT), Germany

**High secure IT-OT integration for critical sensor networks**

Joost de Haan, Development Manager Digital Delta and Crel Mackenbach, Advisor, Delfland Water Authority, Netherlands

10:15am-11:00am - Networking Coffee Break

**11:00am - 12:30pm - Session 6a: Critical Infrastructures and the BYOD developments - how do organisations manage the security threat?**

Increasing numbers of smart phones are connected to the internet, with more businesses choosing Apple or Android as their preferred option to move or information/data and communicate. How secure are smart phone for your critical information and data exchange and what can be done to enhance security? With more sophisticated apps and more sophisticated cyber criminals, what's all the hype around electronic security?

**Chair:** Geoffrey Riggs, Director, ENCS, Netherlands

Jakub Boratyński, Head of Unit, Trust & Security, Content and Technologies Directorate General (DG CONNECT), European Commission

Ilias Chantzos, Senior Director, Government Affairs EMEA, Global CIP and Privacy Advisor, Symantec

TBC
Thursday 5th March

Chair: John Donlon QPM, FSI

**PSOPHIA programme**  
Liv Gualda, Intelligence Analyst, Security Project Manager, Spanish Technology Platform on Industrial Safety (PESI), Spain

**The Human Factor – socio-technical Security in the Digital Age**  
Stephen Humer, Chairman, Network Terrorism Research Association (NTF), Germany

Mike Fuller MBE MBA MA, Director, Global Resilience, UK

### 12:30pm-2:00pm - Delegate Networking Lunch

### 2pm-4:00pm - Plenary Session: International & National Agency and Operator Co-operation

Where and how can agencies and CNI operators better work together for common purpose, resource sharing and intelligence gathering to deliver better value for the tax payer and greater success in delivering security & resilience to our Critical National Infrastructure, and improving disaster risk reduction.

Chair: Ms. Lina Kolesnikova, Fellow, Institute of Civil Protection and Emergency Management (ICPEM), Belgium  
Christian Sommade, Executive Director, Haut Comité Français pour la Défense Civile (HCFDC), France

Andrew Wright, Head of Industrial Resources and Communications Services Group (IRCSG), NATO Operations Division

**BRIDGE Project - improving crisis and emergency management in the EU Member States**  
Michael Stiso, Senior Research Scientist, SINTEF ICT, Norway

**Extending Role of National Defence in International Critical Infrastructure Protection**  
Momcilo Milinovic, Full Professor, University of Belgrade School of Mechanical Engineering, Serbia
IET Round Table
Tuesday 3rd March - 3:00pm to 5:00pm
FREE to attend for registered delegates

The IET Sectors: Transport, Information and Communications and Built Environment are organising a roundtable discussion event at the Critical Infrastructure Protection and Resilience Europe (CIPRE) event on 3rd March 2015 at the Crowne Plaza Den Haag Promenade in The Netherlands.

Open to all professionals working in the field of critical protection and resilience of national network systems and infrastructure, the event will explore the inter-operability of systems for greater resilience across transport, the built environment and communications. Key conclusions from the roundtable will form part of the plenary session on Day 1 of the CIPRE event.

The IET Round Table is FREE OF CHARGE to attend for registered delegates to Critical Infrastructure Protection and Resilience Europe, but you MUST PRE-REGISTER TO PARTICIPATE.

Chaired by Hugh Boyes FIET CISSP, Cyber Security Lead at the Institution of Engineering and Technology.

Speakers/sector chairs:
- Dr Jeremy Creasey CEng, FIET, Independent Consultant
- Dr Richard Piggin CEng MIET, Security Sector Manager, Atkins Global
- Dr Chris Mann CEng, Technical Director, Thruvision
- Martin Lee CEng, Alert Logic

Hugh Boyes will present the findings and outcomes of the IET Round Table discussions during the Plenary Session on Wednesday 4th March.

“*The EU Internal Security Strategy highlights that critical infrastructure must be better protected from criminals who take advantage of modern technologies and that the EU should continue to designate critical infrastructure and put in place plans to protect such assets, as they are essential for the functioning of society and the economy.*"
Networking Reception

WEDNESDAY 4th MARCH
5.15pm - 7:00pm
Exhibition Floor

We invite you to join us at the end of the opening day for the Critical Infrastructure Protection & Resilience Europe Networking Reception, which will see the CNI security industry management professionals gather for a more informal reception.

With the opportunity to meet colleagues and peers you can build relationships with senior government, agency and industry officials in a relaxed and friendly atmosphere.

The Networking Reception is free to attend and open to industry professionals.

We look forward to welcoming you.
The Hague, international city of peace and justice, is strategically situated in the western part of the Netherlands. Located in the heart of one of Europe’s largest urban centres, the city has excellent rail, road and internet connections with the rest of the Netherlands and Europe. With two international airports within easy reach, The Hague’s accessibility and strategic location could not be better.

The Hague’s current role as a focal point for international organisations and the global community is part of a tradition dating back more than 750 years. “Legal capital of the world.” Former Secretary-General of the United Nations Boutros Boutros-Ghali uttered these words to describe The Hague’s unique position.

The Hague is also the official seat of the Crown and government, home to hundreds of international organisations and multinationals and one of the world’s top three UN cities. There are 160 international institutions and organisations in The Hague, employing more than 14,000 people who are committed to working towards a safe and secure world.

The Venue

Crowne Plaza Den Haag - Promenade
Van Stolkweg 1
2585 JL Den Haag

The Crowne Plaza Den Haag is a 5-star hotel, located a few minutes from the Dutch Parliament, World Forum Convention Centre, Madurodam and Peace Palace.

This luxury hotel venue offers excellent business amenities, including a business center and excellent meeting/conference rooms.

Accommodation includes modern rooms with air-conditioned and balcony. They feature a desk, seating area, minibar and flat-screen TV. All bathrooms are fitted with a bath and shower.

We are delighted that Critical Infrastructure Protection & Resilience Europe will be held in this prestigious hotel venue, which offers easy access, convenience and a wonderful environment to discuss business.

Communications Resilience – In the event of a disaster, how do you keep the information flowing
Cyber Security Capital
The Hague has become Europe’s cyber security capital. Many influential cyber security organisations are based in The Hague area, including the National Cyber Security Centre, the European Cyber Crime Centre, the NATO Communications and Information Agency, Europol, and the Defence Cyber Command. Also, many large and niche businesses and knowledge institutions in cyber security, including the Cyber Security Academy, have come to The Hague and are united in the Dutch security cluster.

The Hague Security Delta
The Hague Security Delta (HSD) is the largest security cluster in Europe. In this Dutch cluster, businesses, governments, and knowledge institutions work together on innovation and knowledge in the fields of cyber security, national and urban security, protection of critical infrastructure, and forensics. They have a common goal: more business activity, more jobs, and a secure world. The HSD Campus, the national innovation centre for security with living labs, education and training facilities, flexible office space and meeting rooms, is based in The Hague. Businesses, governments and knowledge institutions from across the country collaborate at the HSD Campus to develop knowledge, products, and services that contribute to a safer and more secure world. The Campus is the inspiring meeting place for entrepreneurs, students and professionals in the security cluster. In The Hague region alone 400 security businesses operate and employ 13,400 people.
“Although the EC Directive has helped in ‘assessing the need to improve the protection of European critical infrastructures’ in the transport and energy sectors, there is no indication that it has actually improved security in these sectors.”

### Why participate and be involved?

Critical Infrastructure Protection and Resilience Europe provides a unique opportunity to meet, discuss and communicate with some of the most influential critical infrastructure protection and security policy makers and practitioners.

Your participation will gain access to this key target audience:

- raise your company brand, profile and awareness
- showcase your products and technologies
- explore business opportunities in this dynamic market
- provide a platform to communicate key messages
- gain face-to-face meeting opportunities

Critical Infrastructure Protection and Resilience Europe gives you a great opportunity to meet key decision makers and influencers.

### Exhibiting Investment

The cost of exhibiting at the Critical Infrastructure Protection & Resilience Europe is for a minimum 6 sq.m. furnished shell scheme stand.

**Fully Furnished Shell Scheme - £475 / €594 per sq.m.**

*Fully Furnished* Package includes: floor space, walls, name board, furniture (table and 2 chairs), literature rack, lights, power socket, 2 exhibition booth passes with lunch and coffee breaks included, listing in the official event guide and website.

**Standard Shell Scheme - £395 / €494 sq.m.**

*Standard Package* includes: floor space, walls, name board, lights, 2 exhibition booth passes with lunch and coffee breaks included, listing in the official event guide and website.

**Table Top Information Stand - £1,200 / €1,500**

2m x 1.5m raw space with 1 x table and 2 x chairs.

Additional Exhibition Booth Passes can purchased at a cost of £100 each, which includes lunch and coffee breaks for the two days.

### How to Exhibit

Gain access to a key and influential audience with your participation in the limited exhibiting and sponsorship opportunities available at the conference exhibition.

To discuss exhibiting and sponsorship opportunities and your involvement with Critical Infrastructure Protection & Resilience Europe please contact:

<table>
<thead>
<tr>
<th>Name</th>
<th>Role</th>
<th>Contact Information</th>
</tr>
</thead>
<tbody>
<tr>
<td>Tony Kingham</td>
<td>Exhibit Sales Director</td>
<td>T: +44 (0) 208 144 5934</td>
</tr>
<tr>
<td></td>
<td></td>
<td>M: +44 (0) 7827 297465</td>
</tr>
<tr>
<td></td>
<td></td>
<td>E: <a href="mailto:tony.kingham@worldsecurity-index.com">tony.kingham@worldsecurity-index.com</a></td>
</tr>
<tr>
<td>Paul Gloc</td>
<td>Exhibit Sales Manager (UK &amp; Europe)</td>
<td>T: +44 (0) 7786 270820</td>
</tr>
<tr>
<td></td>
<td></td>
<td>E: <a href="mailto:paulg@torchmarketing.co.uk">paulg@torchmarketing.co.uk</a></td>
</tr>
<tr>
<td>Denne Johnson</td>
<td>Exhibit Sales Manager (The Americas)</td>
<td>T: +1 918 863 9792</td>
</tr>
<tr>
<td></td>
<td></td>
<td>E: <a href="mailto:dennej@torchmarketing.co.uk">dennej@torchmarketing.co.uk</a></td>
</tr>
</tbody>
</table>

### Sponsorship Opportunities

A limited number of opportunities exist to commercial organisations to be involved with the conference and the opportunity to meet and gain maximum exposure to a key and influential audience.

Some of the sponsorship package opportunities are highlighted on the left. Packages can be designed and tailored to meet your budget requirements and objectives.
Sponsors and Supporters:

We wish to thank the following organisations for their support and contribution to Critical Infrastructure Protection & Resilience Europe 2015.

Hosted by:  

Media Partners:

Supporting Organisations:

Media Supporters:

Owned & Organised by:

Follow us:

Critical Infrastructure Protection & Resilience Europe
# Early Bird Savings

Book your delegate place by 4th February 2015 and save with the Early Bird rate.

## Registration Is Simple

1. Complete this form and email to: cipre@torchmarketing.co.uk
2. Complete this form and fax to +44 (0) 872 111 3210
3. Complete this form and mail to: CIPRE 2015, Torch Marketing, 53 Clarendon Road, Cheshunt, Herts EN8 9DJ, UK.
4. Register online at www.cipre-expo.com

## Delegate Details

(please print details clearly in English. One delegate per form, please photocopy for additional delegates.)

**Title:**

**Surname:**

**Job Title:**

**Company:**

**E-mail:**

**Address:**

**Street:**

**Town/City:**

**County/State:**

**Post/Zip Code:**

**Direct Tel: (+) **

**Mobile: (+) **

**Direct Fax: (+) **

**Signature:**

(please tick if you do not wish to be contacted in future by:)

- [ ] email
- [ ] post
- [ ] phone
- [ ] fax

## Terms and Conditions of Booking

**Payment:** Payments must be made with the order. Entry to the conference will not be permitted unless payment has been made in full prior to 4th February 2015.

**Substitutions/Name Changes:** You can amend/change a delegate prior to the even start by notifying us in writing. Two or more delegates may not share a place at an event. Please ensure separate bookings for each delegate. Torch Marketing Co. Ltd. reserve the right to refuse entry.

**Cancellation:** If you wish to cancel your attendance to the event and you are unable to send a substitute, then we will refund/credit 50% of the due fee less a €100 administration charge, providing that cancellation is made in writing and received before 4th February 2015. Regrettably cancellation after this time cannot be accepted. If we have to cancel the event for any reason, then we will make a full refund immediately, but disclaim any further liability.

**Alterations:** It may become necessary for us to make alterations to the content, speakers or timing of the event compared to the advertised programme.

**Data Protection:** Torch Marketing Co. Ltd. gathers personal data in accordance with the UK Data Protection Act 1998 and we may use this to contact you by telephone, fax, post or email to tell you about other products and services. Please tick if you do not wish to be contacted in future by:

- [ ] email
- [ ] post
- [ ] phone
- [ ] fax

## Conference Fees

**Government, Military and Public Sector**

- Individual Full Conference (includes 2 day conference, conference proceedings, keynote, exhibition, networking reception, coffee breaks and lunch)
  - Paid before 4th February 2015: €450
  - Paid on or after 4th February 2015: €550

**Commercial Organisations**

- Individual Full Conference (includes 2 day conference, conference proceedings, keynote, exhibition, networking reception, coffee breaks and lunch)
  - Paid before 4th February 2015: €795
  - Paid on or after 4th February 2015: €950

- Individual Day Delegate (includes access to conference on the day, coffee breaks and lunch on the day)
  - Paid before 4th February 2015: €500
  - Paid on or after 4th February 2015: €600

- 4th March: €450
- 5th March: €550

**Exhibitor Full Conference**

- Paid before 4th February 2015: €450
- Paid on or after 4th February 2015: €550

**Association Full Conference**

- Paid before 4th February 2015: €695
- Paid on or after 4th February 2015: €760

- HSD
- NS&RC
- BORDER POL
- ARCC
- ENCS
- ISIO
- IACIPP
- IET
- ASD
- SPF

- Conference Proceedings only: €495
- EXHIBITION ONLY: FREE

Please indicate the Association you are registering under:

- [ ] Paid before 4th February 2015: €695
- [ ] Paid on or after 4th February 2015: €760

**IET Round Table - 3rd March 2015 (3pm)**

- Please register me for the IET Round Table Discussion

## Payment Details

(METHOD OF PAYMENT - Conference fees are subject to Dutch VAT at 21%.)

- Credit Card (wire information will be provided on invoice)
- Wire Transfer (wire information will be provided on invoice)
- Invoice will be supplied for your records on receipt of the order/payment.

Please fill in your credit card details below:

- [ ] Visa
- [ ] MasterCard

All credit card payments will be subject to standard credit card charges.

**Card No:**

**Valid From ____ / ____ Expiry Date ____ / ____

**CVV Number ____** (3 digit security on reverse of card)

**Cardholder’s Name:**

**Signature:**

(please tick if you do not wish to be contacted in future by:)

- [ ] email
- [ ] post
- [ ] phone
- [ ] fax

(please tick if you do not wish to be contacted in future by:)

- [ ] email
- [ ] post
- [ ] phone
- [ ] fax

I agree to the Terms and Conditions of Booking.

Complete this form and fax to +44 (0) 872 111 3210 or email to cipre@torchmarketing.co.uk
Southeast Asia has seen a rise in insurgency-related attacks and terrorist activities, creating uncertainty and insecurity on critical national infrastructure.

Climate change has also seen more extreme weather patterns, creating additional hazardous, unseasonal and unpredictable conditions and a severe strain on infrastructure.

On a country level, there are strategies to deal with infrastructure protection issues. On a regional level, there is the Association of Southeast Asian Nations (ASEAN) Agreement on Disaster Management and Emergency Response (AADMER), under which several teams have been set up to deal with disaster management in general, but none is geared towards the protection of critical infrastructure.

Cyber security is also becoming more prevalent, and as more critical infrastructure becomes connected to the internet and exposed to the dangers of cyber security attacks, new strategies and systems need to be developed to mitigate these threats.

Critical Infrastructure Protection and Resilience Asia will bring together leading stakeholders from industry, operators, agencies and governments to collaborate on securing Asia.

Gain access to leading decision makers from corporate and government establishments tasked with Critical Infrastructure Protection and Resilience.