
UN Member States need “to share information […] to prevent, 
protect, mitigate, investigate, respond to and recover from damage 
from terrorist attacks on critical infrastructure facilities, including 
through joint training, and use or establishment of relevant 
communication or emergency warning networks.”

Preliminary Conference Programme
Your invitation and guide to the premier discussion

Critical Infrastructure Protection and Resilience Europe brings 
together leading stakeholders from industry, operators, agencies 
and governments to debate and collaborate on securing Europe’s 
critical infrastructure. 

Media Partners:Co-Hosted by: Supporting Organisations:

You are invited to participate in the  leading the debate for 
securing Europe’s critical infrastructure

2nd-4th October 2018
The Hague, Netherlands
www.cipre-expo.com

Working together for enhancing security

Part of:



Follow us:

Critical Infrastructure Protection & Resilience Europe

“The EU Internal Security Strategy highlights that critical 
infrastructure must be better protected from criminals who 
take advantage of modern technologies and that the EU 
should continue to designate critical infrastructure and put 
in place plans to protect such assets, as they are essential 
for the functioning of society and the economy.”

Attacks on critical infrastructure sites are now a fact of 
life not simply a potential threat. Power stations, chemical 
plants, nuclear facilities are routinely targeted by cyber-
attacks, the most successful so far being the Ukraine power 
outage that caused 225,000 customers to lose electricity. 
Last year an activist landed a UAV carrying small traces 
of radiation on the roof of the Japanese Premier’s office 
and this year a UAV collided with a aircraft at London’s 
Heathrow airport. And of course the terrible attacks on the 
metro and airport in Brussels. This is just the start of what 
we can expect to be the repeated targeting of our critical 
infrastructure. The potential effects not only in terms of 
loss of life but also in terms of damage to infrastructure, 
economic disruption and costs, can be enormous. 

Once again widespread flooding across Europe in 2015 
caused even bigger outages of power and for longer periods 
than cyber-attacks and the damage to lives, property and 
businesses was larger still, emphasising the need for 
planning and preparation on European scale.

We must be prepared!

The European Commission has adopted a communication 
on Critical Infrastructure Protection in the fight against 
terrorism, enhancing European prevention, preparedness 
and response in the event of terrorist attacks involving 
critical infrastructures.

The European Programme for Critical Infrastructure 
Protection (EPCIP) considers measures that will 
enhance the level of protection of infrastructure against 
external threats, with the Operator Security Plan for all 
infrastructures designated as European critical.

The European Union is also developing its policy on 
critical energy infrastructures in relation to the European 
Programme for Critical Infrastructure Protection (“EPCIP”) 
which considers measures that will enhance, where 
necessary, the level of protection of certain infrastructures 
against external threats.

Critical Infrastructure Protection and Resilience Europe 
will once again bring together leading stakeholders 
from industry, operators, agencies and governments to 
collaborate on securing Europe. The conference will look at 
developing on the theme of previous events in helping to 
create better understanding of the issues and the threats, 
to help facilitate the work to develop frameworks, good risk 
management, strategic planning and implementation.

The integrity of critical infrastructures and their reliable 
operation are vital for the well-being of the citizens and 
the functioning of the economy. The implementation of 
the EPCIP, under Council Directive 2008/114/EC on 
the identification and designation of European critical 
infrastructures and the need to improve their protection, 
has not been completely successful. 

The Need for Continued Discussions?

Article 196 of the Lisbon Treaty enshrines in law that the 
Union shall encourage cooperation between Member 
States in order to improve the effectiveness of systems for 
preventing and protecting against natural or man-made 
disasters.

The Union’s action shall aim to:
(a) support and complement Member States’ action at 
national, regional and local level in risk prevention, in 
preparing their civil-protection personnel and in responding 
to natural or man-made disasters within the Union;
(b) promote swift, effective operational cooperation within 
the Union between national civil-protection services;
(c) promote consistency in international civil-protection 
work.

The ever changing nature of threats, whether natural 
through climate change, or man-made through terrorism 
activities, either physical or cyber-attacks, means the need 
to continually review and update policies, practices and 
technologies to meet these demands.
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Why Attend?
Your attendance to Critical Infrastructure Protection and 
Resilience Europe will ensure you are up-to-date on the 
lastest issues, policies and challenges facing the security of 
Europe’s critical national infrastructure (CNI).
 
You will also gain an insight in to what the future holds for 
Europe’s, the collaboration and support between member 
nations required to ensure CNI is protected from future 
threats and how to better plan, coordinate and manage a 
disaster. 

• High level conference with leading industry speakers and 
professionals

• Learn from experiences and challenges from the experts
• Gain insight into national and European CIP 

developments
• Constructive debate, educational opportunities and 

cooperation advocacy
• Share ideas and facilitate in valuable inter-agency 

cooperation
• Exhibition showcasing leading technologies and products
• Networking events and opportunities

For further information and details on how to register visit
www.cipre-expo.com

For conference or registration queries please contact:
Neil Walker
Events Director
T: +44 (0) 7725 318601   |   F: +44 (0) 872 111 3210
E: neilw@torchmarketing.co.uk

Who Should Attend
Critical Infrastructure Protection and Resilience Europe 
is for:

• Police and Security Agencies
• Emergency Services
• National government agencies responsible for national 

security and emergency/contingency planning
• Local Government
• CEO/President/COO/VP of Operators of national 

infrastructure
• Security Directors/Managers of Operators of national 

infrastructure
• CISO of Operators of national infrastructure
• Facilities Managers – Nuclear, Power, Oil and Gas, 

Chemicals, Telecommunications, Banking and Financial, 
ISP’s, water supply

• Information Managers
• Port Security Managers
• Airport Security Managers
• Transport Security Managers
• Event Security Managers
• Architects
• Civil Engineers
• EU 
• NATO
• Military
• Border Officials

Join us in The Hague for Critical Infrastructure Protection and Resilience 
Europe and join the great debate on securing Europe’s critical infrastructure.

Part of The City of The Hague’s Cyber Security Week

“Disruption to infrastructures providing key services 
could harm the security and economy of the EU as 
well as the well-being of its citizens.”
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Schedule of Events

Tuesday 2nd October
2:00pm-3:30pm - Opening Keynote Session
3:30pm-4:00pm - Networking Coffee Break

4.00pm-5:30pm - Plenary Session 1: Risk and Resilience in CIP and CIIP
7:00pm - Welcome Reception

Wednesday 3rd October
9:00am-10:30am - Session 2: IET Round Table

10:30am-11:15am - Networking Coffee Break in Exhibition Hall
11.15am-12:30pm - IET Round Table

12:30pm-2:00pm - Delegate Networking Lunch

12:30pm-2:00pm - Delegate Networking Lunch

2:00pm-3:00pm - Plenary Session 7: PPP Role in CIP

3:00pm-4:00pm - Plenary Session 8: Emergency Preparedness and Response in CNI

CritiCal infrastruCture 
ProteCtion traCk

2:00pm-3:15pm - Session 3a: Emerging and Future 
Threats on CNI

3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:30pm - Session 4a: Space Based CNI

CritiCal information infrastruCture 
ProteCtion / Cyber seCurity traCk

2:00pm-3:15pm - Session 3b: Cyber Security 
Legislation, Best Practice & Standards

3:15pm-4:00pm - Networking Coffee Break
4:00pm - 5:30pm - Session 4b: Cyber Defence 

Strategies

5:30pm - Networking Reception in Exhibition Hall

Thursday 4th October

CritiCal infrastruCture 
ProteCtion traCk

9:00am-10:15am - Session 5a: Human Factors, 
Organisation Risk and Management Culture

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: Risk 

Management in Transport, Telecoms and Energy CIP

CritiCal information infrastruCture 
ProteCtion / Cyber seCurity traCk

9:00am-10:15am - Session 5b: Cyber Threats & 
Trends and the Technologies to Prevent and Protect

10:15am-11:00am - Networking Coffee Break
11:00am - 12:30pm - Session 6a: SCADA Systems, 

IT/OT Integration and AI



HOW TO REGISTER
1. Online at www.cipre-expo.com. 

2. Complete the Registration Form at the back of this booklet and email to: cipre@torchmarketing.co.uk.

3. Complete the Registration Form at the back of this booklet and fax to +44 (0) 872 111 3210.
4. Complete the Registration Form at the back of this booklet and mail to:  

CIPRE, Torch Marketing, 53 Clarendon Road, Cheshunt, Herts EN8 9DJ, United Kingdom.

EARLY BIRD DISCOUNT - deadline 2nd September 2018
Register yourself and your colleagues as conference delegates by 2nd September 2018 and save with the 
Early Bird Discount.

Discounts for Members of Supporting Associations
If you are a member of one of the following trade associations, supporters of the Critical Infrastructure 
Protection & Resilience Europe, then you can benefit from a special discount rate:

- The Hague Security Delta (HSD)
- National Security & Resilience Consortium (NS&RC)
- International Association of CIP Professionals (IACIPP)
- Confederation of European Security Services (CoESS)
- Institute of Engineering & Technology (IET)
- European Network for Cyber Security (ENCS)
- European Network of Transmission System Operators (ENTSO-E)
- Confederation of Organisations in Road Transport Enforcement (CORTE)
- Association of Risk and Crisis Communication  (ARCC)
- Security Partners Forum (SPF)

Check the Registration Form at the back of this booklet for full details.

On-Site Registration Hours
Tuesday 2nd October                 12.00pm to 5.00pm
Wednesday 3rd October 8.30am to 5.00pm
Thursday 4th October   8.30am to 4.00pm

Exhibition Opening Hours
Wednesday 3rd October 9.30am to 5.30pm
Thursday 4th October  9.30am to 4.30pm
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IET Round Table
Wednesday 3rd October - 9.00am to 12:30pm
AN INTEGRAL DISCUSSION IN THE CONFERENCE PROGRAMME

The Institution of Engineering and Technology (The IET) is one of the world’s leading professional 
societies for the engineering and technology community with over 168,000 members worldwide in 
150 countries.  We are working to engineer a better world to inspire, inform and influence the global 
engineering community, supporting technology innovation to meet the needs of society.

The IET believes that engineers and technicians for Future Cities, will help to inspire both new and 
returning engineers, will require engineering in unique sets of ‘combined’ skills for cyber secure 
system integration. The energy sector plays is attractive target for cyber-attacks, a sustained loss of 
power or heat could have disastrous, far-reaching and potentially unexpected consequences for the 
population. As a result, having a full understanding of the resilience of the energy network and the 
various dependencies is a vital part of any nations cyber security strategy. 

The IET Skills and Demand in Industry survey has been run annually for 12 years, in various forms. 
It provides an important view of the state of skills in engineering and technology.  For 2018, we 
are focusing our efforts on ‘Cyber-Skills’ with the aim to highlight the state of cyber security skills 
amongst engineers across industry sectors.

We are excited to announce that the views of CIPRE delegates will help form this important work.  The 
survey will have two main, but related, areas of focus:

• The skills requirements of different engineering 
and technology sectors around cyber security. For 
example do the needs differ across sectors or are 
they broadly similar? Does the size of the company 
affect their ability to employ dedicated cyber 
security experts?
• How do best practice and standards in cyber 
security differ across sectors?  We will be using 
this to help us determine if cross-model learning in 
this area has the potential to benefit all sectors of 
engineering.

The IET will run an interactive workshop looking at these core areas and seek to understand 
perspectives from leading stakeholders from across Europe and the world.  
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2:00pm-3:30pm - Opening Keynote
Chair: John Donlon QPM, FSI 

International adviser on security intelligence

Minister Of Security & Justice, Netherlands*

Silvio Mascagna
Member of the Security Union Cabinet, European Commission

Vittorio Rosato PhD 
Head, Laboratory for the Analysis and Protection of Critical Infrastructures,  

ENEA Casaccia Research Centre, Italy

Deputy Mayor Saskia Bruines 
Deputy Mayor, Municipality of The Hague

3:30pm-4:00pm - Networking Coffee Break

4:00pm-5:30pm - Plenary Session 1: Risk and Resilience in CIP and CIIP
Only by properly recognising and measuring day to day as well as long term risks, are we able to properly implement the 
sophisticated measures necessary to mitigate risk and build resilience. That could mean anything from plotting climate 

change to make sure that critical infrastructure is built in a safe location for many years into the future, to ensuring 
communications satellites are hardened against cyber attacks.

Critical Infrastructure Protection: Integrated Risk Management as an Approach for Enhanced Emergency 
Planning in Germany 

Eva Stock, Research Consultant, Federal Office of Civil Protection and Disaster Assistance (BBK)

Standardization for private security services providers in the context of Critical Infrastructure  
Catherine Piana, Director General, CoESS – Confederation of European Security Services

A new challenge for the cyber-physical dimensions of Critical Infrastructures: the protection of cognitive 
frameworks and early warning tools  

Alessandro Lazari, Project Officer - ERNCIP (European Reference Network for CIP), European Commission

From Risk to Resilience... Introducing the Nine Universal roadblocks (NUR) Model  
Eelco H. Dykstra, Chairman, DIEM - Daily Impact Emergency Management 

Conference Programme

Tuesday 2nd October

*invited



9:00am-10:30am - Session 2: IET Round Table (part 1)
Chair: Institution of Engineering & Technology

Engineering Skills in a Cyber World   
The IET believes that engineers and technicians for Future Cities, will help to inspire both new and 
returning engineers, will require engineering in unique sets of ‘combined’ skills for cyber secure 
system integration. The energy sector plays is attractive target for cyber-attacks, a sustained loss of 
power or heat could have disastrous, far-reaching and potentially unexpected consequences for the 
population. As a result, having a full understanding of the resilience of the energy network and the 
various dependencies is a vital part of any nations cyber security strategy. 
The Engineering Skills in a Cyber World Workshop will help focus on:
• The skills requirements of different engineering and technology sectors around cyber security. For 
example do the needs differ across sectors or are they broadly similar? Does the size of the company 
affect their ability to employ dedicated cyber security experts?
• How do best practice and standards in cyber security differ across sectors?  We will be using this 
to help us determine if cross-model learning in this area has the potential to benefit all sectors of 
engineering. 
The IET interactive workshop will look at these core areas and seek to understand perspectives from 
leading stakeholders from across Europe and the world.
It will contribute to an in depth survey in to the skills challenge, gain a glimpse of and contribute to, 
some leading research by the UK’s largest professional engineering institution, be able to take a more 
informed view of the skills challenge.

10:30am-11:15am - Networking Coffee Break

11:15am-12:30pm - IET Round Table (part 2)
Continuing discussions on the Engineering Skills in a Cyber World 

12:30pm-2:00pm - Delegate Networking Lunch

Wednesday 3rd October
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CritiCal infrastruCture 
ProteCtion traCk

2:00pm-3:15pm - Session 3a: Emerging and 
Future Threats on CNI
Threats to critical national infrastructure can take 
many forms, whether it is malicious insider threats, 
natural disasters or attacks by state actors or terrorists. 
Identifying new and potential threats is vital if critical 
services are to be maintained and normal economic 
activity is not to be disrupted.
Senior Representative, EUROPOL*
Telephone Terrorism Against CI  
Lina Kolesnikova, Consultant, Crisis Response 
CBRN Threats in Buildings - Preparedness and 
Protection Instead of Forgotten Vulnerabilities 
Katja Kiukas, Product Manager, Bio Detection & CBRN 
Systems, Environics Oy

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:30pm - Session 4a: Space Based 
CNI
As we rely more and more heavily on satellites for 
communications, navigation and observation, the 
requirement to ensure that space based systems are both 
secure and resilient becomes more urgent. Space based 
systems also have a growing role in CNI resilience.
Critical Space Infrastructures and their place in the 
System-of-systems  
Alexandru Georgescu, Researcher, ROMSPACE - 
Romanian Association for Space Technology and 
Industry
PNT as A Single Point of Failure for Critical 
Infrastructure – The Problem and Solutions  
Professor David Last, Consultant, Resilient Navigation 
and Timing Foundation
Time FireWall: Securing the GNSS Timing against 
Spoofing & Jamming  
David Fagelston, VP Sales and Marketing, AccuBeat Ltd

5:30pm - Networking Reception at City Hall (with Cyber Security Week)

Wednesday 3rd October

CritiCal information infrastruCture 
ProteCtion / Cyber seCurity traCk

2:00pm-3:15pm - Session 3b: Cyber Security 
Legislation, Best Practice & Standards
As the threat of cyber-attacks by state actors grows ever 
higher and attacks by criminals and malicious rogue 
players continues unabated the need to put in place 
robust legislation and standards and best practise 
becomes all the more urgent.
drs Michel Verhagen, Program Manager, Digital 
Trust Center, Directorate-General for Energy, 
Telecommunications & Competition, Ministry of 
Economic Affairs & Climate Policy, Netherlands
Crisis management for Cyber issues - going it alone or 
in a coalition?  
Viorel Barbu, Senior Analyst, Ministry of Defence, 
Romania 
Senior Representative, ENTSO-E
NIS Directive – the “first EU-wide legislation on cyber 
security” and what CI have to expect  
Anne Klebsch, ICS Security Consultant, Applied Risk

3:15pm-4:00pm - Networking Coffee Break

4:00pm - 5:30pm - Session 4b: Cyber Defence 
Strategies
To prevent catastrophic disruption or collapse of critical 
infrastructure CNI operators must develop the strategies, 
procedures, controls and co-operation to ensure resilience. 
International Cooperation for Critical Information 
Infrastructure Protection: NATO-UKRAINE Trust Fund 
on Cyber Defence  
Cocolan Miruna-Maria, Counselor, R.A. RASIROM
Assessing the cyber security of tunnel control 
centres  
Selcuk Nisancioglu, Senior Researcher, Federal 
Highway Research Institute (BASt) Germany
Living Securely in a World of Cybercrime 
Nicole Wajer, Cyber Security Lead, Cisco Netherland
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CritiCal infrastruCture 
ProteCtion traCk

9:00am-10:30am - Session 5a: Human Factors, 
Organisation Risk and Management Culture 
Effective management, procedures and culture are vital if 
organisations are to identity potential insider threats and 
eliminate or mitigate against the effects of human error in 
critical national infrastructure.
Behavioural Detection & Security Awareness  
Andrew Palmer, Border Security Lead, Gatwick Airport 
Limited
Principles for management of risks of critical infrastructure 
Dana Prochazkova, Professor, Czech Technical University 
in Prague
Resilience quantification of Interdependent Infrastructure 
System: Means of optimising adaptation and mitigation 
measures  
Dr Maryam Imani, Senior Lecturer, Anglia Ruskin 
University, UK

10:30am-11:15am - Networking Coffee Break

11:15am - 12:30pm - Session 6a: Risk 
Management in Transport, Telecoms and 
Energy CIP
How do you secure widely dispered and vulnerable sectors 
such as transport, telecoms and energy from an ever growing 
list of threats and actors without impeding the operators ability 
deliver vital services easily and cost effectively.
Resilience of road infrastructure during extreme events  
Kalliopi Anastassiadou, Researcher, Federal Highway 
Research Institute of Germany
When telecoms fails - are you prepared? Telecom 
resilience in the Netherlands  
Mirjam van Burgel, Researcher Tele-Vulnerability, 
Radiocommunications Agency Netherlands
Implementing a comprehensive resilience model for 
critical infrastructure   
Caroline Field, Principal/Head of Resilience Practice, 
MMI Engineering and Chair of the British Standard 
Committee for City Resilience

CritiCal information infrastruCture 
ProteCtion / Cyber seCurity traCk

9:00am-10:30am - Session 5b: Cyber Threats 
& Trends and the Technologies to Prevent and 
Protect
As the number of actors increase and the threats 
multiply exponentially, what are the latest emerging 
cyber threats and trends, and what cyber technologies 
are available to prevent and protect whilst not over 
complicating operation and not overburdening operators. 
Cyber-Physical interface - the widespread adoption 
of the IoT  
Bharat Thakrar, Head of Business / Cyber Security 
Resilience, BT Global Services
Emerging Cyber Threats & Trends  
Jaya Baloo, CISO, KPN
Beyond Cyber Security - Why RF Could Be Your 
Achilles Heel  
Pat Rudolph, Vice President - Critical Asset 
Protection, Digital Global Systems

10:30am-11:15am - Networking Coffee Break

11:15am - 12:30pm - Session 6b: SCADA 
Systems and IT/OT Integration
Whilst the increased use of SCADA systems across industrial 
networks offers better and faster communications, it comes 
with and increased threats and risk to those systems. What 
practical solutions are available to ensure better security and 
resilience.
A Real Cyber Physical Experience: Red Teaming on a 
Power Plant  
Can Demirel, ICS Cyber Security Services Manager, 
Biznet Biliayim A.Åž, Turkey & Melih Berk Ekayioaylu, 
Team Lead -  Penetration Tests, Penetra Cyber 
Security B.V., Netherlands
Practical Industrial Cyber Security Enhancements  
Cevn Vibert, Global Director of Industrial Cyber 
Security Advisory, Vibert Solutions Ltd
Using disruptive technology to safeguard Critical 
Infrastructures 
Piotr Ciepiela, OT/IoT Security & Critical Infrastructure Leader 
/ EMEIA Associate Partner at Ernst & Young, Poland

Thursday 4th October



Thursday 4th October

12:30pm-2:00pm - Delegate Networking Lunch

2:00pm-3:00pm - Plenary Session 7: PPP Role in CIP
With most CNI in private hands we need to understand the essential role that public-private partnerships have in the 

protection of CNI by examining opportunities and challenges that need to be considered and addressed for these 
partnerships to be successful over the long term. 

Critical infrastructure risk management - The critical role of ‘the population’  
Dr. Simone Sandholz, Senior Researcher, United Nations University, Institute for Environment and Human 

Security (UNU-EHS)
TBC

3:00pm-4:00pm - Plenary Session 8: Emergency Preparedness and Response in CNI
If prior planning and preparation are essential elements in emergency preparedness and understanding risk is the 
first step in creating and developing a crisis response plan. What else should be considered in developing effective 

emergency preparedness. 

Development of a minimum supply concept to improve the preparedness for and response to  
CI disruptions in Germany  

Mia Wannewitz, Research Associate, United Nations University, Institute for Environment and Human 
Security (UNU-EHS) & Eva Stock, Research Consultant, German Federal Office of Civil Protection and 

Disaster Assistance
Current State of CIP in Croatia: developments, hybrid threats and cyber exercises  

Ivana Cesarec, Senior Advisor for Prevention Activities National Protection and Rescue Directorate Republic 
of Croatia & Assistant Professor Robert Mikac, Faculty of Political Sciences, University of Zagreb, Croatia

IET Round Table Summary
IET Chairman

Conference Close by John Donlon QPM, FSI, Conference Chairman

Register online at www.cipre-expo.com/onlinereg
Early Bird Deadline - 7th September 2018
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Networking Reception
Wednesday 3rd October 
6.00pm - 8:00pm
City Hall, The Hague
In cooperation with the Municipality of The 
Hague and part of the City of The Hague’s 
Cyber Security Week, we invite you to joins 
us at the end of the day for the Networking 
Reception, which will see the CNI security 
industry management professionals gather 
for a more informal reception together withg 
international delegates attending the Cyber 
Security Week.

With the opportunity to meet colleagues and 
peers you can build relationships with senior 
government, agency and industry officials in a 
relaxed and friendly atmosphere.

The Networking Reception is free to attend 
and  will take place at City Hall in The Hague, 
hosted by the Municipality of The Hague.

Open to industry professionals and delegates 
of Critical Infrastructure Protection & Resilience 
Europe, transport will provide transport to/from 
the Crowne Plaza Den Haag and City Hall.

We look forward to welcoming you.

Built in security - increasing security without turning 
our public buildings and spaces into fortresses



The Hague

The Hague, international city of peace and justice, 
is strategically situated in the western part of the 
Netherlands. Located in the heart of one of Europe’s 
largest urban centres, the city has excellent rail, 
road and internet connections with the rest of the 
Netherlands and Europe. With two international 
airports within easy reach, The Hague’s accessibility 
and strategic location could not be better.

The Hague’s current role as a focal point for 
international organisations and the global community 
is part of a tradition dating back more than 750 years. 
“Legal capital of the world.” Former Secretary-General 
of the United Nations Boutros Boutros-Ghali uttered 
these words to describe The Hague’s unique position.

The Hague is also the official seat of the Crown and 
government, home to hundreds of international 
organisations and multinationals and one of the 
world’s top three UN cities. There are 160 international 
institutions and organisations in The Hague, employing 
more than 14,000 people who are committed to 
working towards a safe and secure world.

The Venue

Crowne Plaza Den Haag - Promenade
Van Stolkweg 1
2585 JL Den Haag 

The Crowne Plaza Den Haag is a 5-star hotel, located a 
few minutes from the Dutch Parliament, World Forum 
Convention Centre, Madurodam and Peace Palace.

This luxury hotel venue offers excellent business 
amenities, including a business center and excellent 
meeting/conference rooms.

Accommodation includes modern rooms with air-
conditioned and balcony. They feature a desk, seating 
area, minibar and flat-screen TV. All bathrooms are 
fitted with a bath and shower.

We are delighted that Critical Infrastructure Protection 
& Resilience Europe will be held in this prestigous hotel 
venue, which offers easy access, convenience and a 
wonderful envionment to discuss business.



Sponsors and Supporters:
We wish to thank the following organisations for their support and contribution to 
Critical Infrastructure Protection & Resilience Europe 2018.

Owned & Organised by:

Media Supporters:

Media Partners:

Supporting Organisations:

Hosted by:
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“Although the EC Directive has helped in ‘assessing 
the need to improve the protection of European 

critical infrastructures’ in the transport and energy 
sectors, there is no indication that it has actually 

improved security in these sectors.”

Sponsorship Opportunities

A limited number of opportunities exist to commercial 
organisations to be involved with the conference and 
the opportunity to meet and gain maximum exposure to 
a key and influential audience.

Some of the sponsorship package opportunities are 
highlighted on the left. Packages can be designed 
and tailored to meet your budget requirements and 
objectives.

Exhibiting Investment

The cost of exhibiting at the Critical Infrastructure 
Protection & Resilience Europe is for a minimum 6 
sq.m. shell scheme stand.

Fully Furnished Shell Scheme - €525 per sq.m.

Fully Furnished Package includes: floor space, walls, 
name board, furniture (table and 2 chairs), literature 
rack, lights, power socket, 2 exhibition booth passes with 
lunch and coffee breaks included, listing in the official 
event guide and website.

Standard Shell Scheme - €425 sq.m.

Standard Package includes: floor space, walls, name 
board, lights, 2 exhibition booth passes with lunch 
and coffee breaks included, listing in the official event 
guide and website.

Additional Exhibition Booth Passes can purchased 
at a cost of €130 each, which includes lunch and 
coffee breaks for two days.

How to Exhibit
Gain access to a key and influential audience 
with your participation in the limited exhibiting 
and sponsorship opportunities available at the 
conference exhibition.

To discuss exhibiting and sponsorship opportunities 
and your involvement with Critical Infrastructure 
Protection & Resilience Europe please contact:

Annabel McQueen
(Benelux)
E: annabel.mcqueen.am@gmail.com
T: +44 20 8249 6152 
Sam Baird
(Germany, Austria, Switzerland, Israel)
E: sam@whitehillmedia.com 
T: +44 7770 237 646
Jerome Merite
(France)
E: j.callumerite@gmail.com
T: +33 (0) 6 11 27 10 53

Paul Gloc
(UK and Rest of Europe)
E: paulg@torchmarketing.co.uk
T: +44 (0) 7786 270 820
Paul McPherson
(Americas)
E: paulm@torchmarketing.co.uk
T: +1-240-463-1700 

Why participate and be involved?

Critical Infrastructure Protection and Resilience 
Europe provides a unique opportunity to meet, 
discuss and communicate with some of the most 
influential critical infrastructure protection and 
security policy makers and practitioners.

Your participation will gain access to this key target 
audience:

• raise your company brand, profile and awareness
• showcase your products and technologies
• explore business opportunities in this dynamic 

market
• provide a platform to communicate key messages
• gain face-to-face meeting opportunities

Critical Infrastructure Protection and Resilience 
Europe gives you a great opportunity to meet key 
decision makers and influencers.
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2nd-3rd March 2016
The Hague, Netherlands
www.cipre-expo.com

Including Critical Information 
Infrastructure Protection

2nd-4th October 2018
Crowne Plaza Den Haag,
The Hague, Netherlands
www.cipre-expo.com

DELEGATE DETAILS 
(Please print details clearly in English. One delegate per form, please 
photocopy for additional delegates.)

Title: ________   First Name: _________________________ 

Surname: ________________________________________

Job Title: _________________________________________ 
 
Company: ________________________________________

E-mail: __________________________________________ 

Address: _________________________________________

Street: ___________________________________________

Town/City: ________________________________________

County/State: _____________________________________

Post/Zip Code: ____________________________________ 

Country: _________________________________________

Direct Tel: (+     ) ___________________________________

Mobile: (+     ) _____________________________________

Direct Fax: (+     ) __________________________________

Signature : _______________________ Date: ___________
(I agree to the Terms and Conditions of Booking)

DELEGATE REGISTRATION FORM

PAYMENT DETAILS 
(METHOD OF PAYMENT - Conference fees are subject to Dutch VAT at 21%.)

 Wire Transfer (Wire information will be provided on invoice)

 Credit Card
 Invoice will be supplied for your records on receipt of the order/payment.

Please fill in your credit card details below:
 Visa MasterCard

All credit card payments will be subject to standard credit card charges.

Card No: ________________________________________________

Valid From ____ / ____   Expiry Date ____ / ____

CVV Number ______ (3 digit security on reverse of card)

Cardholder’s Name: _______________________________________

Signature: _______________________________  Date: __________
I agree to the Terms and Conditions of Booking.

CONFERENCE FEES 
GOVERNMENT, MILITARY AND PUBLIC SECTOR/AGENCY
Individual Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and 2 lunches)
 Paid before 2nd September 2018 ................................. €250
 Paid on or after 2nd September 2018 ........................... €400

OPERATORS OF INFRASTRUCTURE
Individual Full Conference
(includes 2 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and 2 lunches)
 Paid before 2nd September 2018 ................................  €350
 Paid on or after 2nd September 2018 ...........................  €500 

COMMERCIAL ORGANISATIONS
Individual Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and lunch)
 Paid before 2nd September 2018 ................................  €750
 Paid on or after 2nd September 2018 ...........................  €950

Individual Day Delegate
(includes access to conference on the day, coffee breaks and lunch on the day)
 Paid before 2nd September 2018 .................................  €395
 Paid on or after 2nd September 2018 ............................  €595
 Attending on:           2nd Oct          3rd Oct            4th Oct

Exhibitor Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and lunch)
 Paid before 2nd September 2018 ................................  €375
 Paid on or after 2nd September 2018 ...........................  €475

Student Full Conference
(includes 3 day conference, conference proceedings, keynote, exhibition, 
networking reception, coffee breaks and lunch) - Student ID required   
 Paid before 2nd October 2018 ................................  €195

 Conference Proceedings only ..................................  €495

 EXHIBITION ONLY ......................................................  FREE
(includes access to exhibition floor only)

Complete this form and fax to +44 (0) 872 111 3210 or email to cipre@torchmarketing.co.uk

EARLY BIRD SAVINGS
Book your delegate place by 2nd September 2018
and save with the Early Bird rate

Terms and Conditions of Booking 
Payment: Payments must be made with the order. Entry to the conference 
will not be permitted unless payment has been made in full prior to 2nd 
September 2018.
Substitutions/Name Changes: You can amend/change a delegate prior 
to the even start by notifying us in writing. Two or more delegates may not 
‘share’ a place at an event. Please ensure separate bookings for each 
delegate. Torch Marketing Co. Ltd. reserve the right to refuse entry.
Cancellation: If you wish to cancel your attendance to the event and you are 
unable to send a substitute, then we will refund/credit 50% of the due fee less 
a £100 administration charge, providing that cancellation is made in writing 
and received before 2nd September 2018. Regretfully cancellation after this 
time cannot be accepted. If we have to cancel the event for any reason, then 
we will make a full refund immediately, but disclaim any further liability.
Alterations: It may become necessary for us to make alterations to the 
content, speakers or timing of the event compared to the advertised 
programme.
Data Protection: Torch Marketing Co. Ltd. gathers personal data in           
accordance with the UK Data Protection Act 1998 and we may use this to 
contact you by telephone, fax, post or email to tell you about other products 
and services.
Please tick if you do not wish to be contacted in future by:
 Email Post Phone Fax

REGISTRATION IS SIMPLE
1. Register online at www.cipre-expo.com/onlinereg
2. Complete this form and email to:  

cipre@torchmarketing.co.uk
3. Complete this form and fax to +44 (0) 872 111 3210
4. Complete this form and mail to:  

CIPRE 2018, Torch Marketing, 53 Clarendon Road, 
Cheshunt, Herts EN8 9DJ, UK.

CIPRE 2018 Registration Formv2.indd   1 26/06/2018   22:19:17

Communications Resilience – In the event of a 
disaster, how do you keep the information flowing

Supported by the Municipality of The Hague and
The Hague Security Delta

Cyber Security Capital
The Hague has become Europe’s cyber security capital. 
Many influential cyber security organisations are 
based in The Hague area, including the National Cyber 
Security Centre, the European Cyber Crime Centre, 
the NATO Communications and Information Agency, 
Europol, and the Defence Cyber Command. Also, many 
large and niche businesses and knowledge institutions 
in cyber security, including the Cyber Security Academy, 
have come to The Hague and are united in the Dutch 
security cluster.

The Hague Security Delta
The Hague Security Delta (HSD) is the largest security 
cluster in Europe. In this Dutch cluster, businesses, 
governments, and knowledge institutions work together 
on innovation and knowledge in the fields of cyber 
security, national and urban security, protection of 
critical infrastructure, and forensics. They have a 
common goal: more business activity, more jobs, 
and a secure world. The HSD Campus, the national 
innovation centre for security with living labs, education 
and training facilities, flexible office space and 
meeting rooms, is based in The Hague. Businesses, 
governments and knowledge institutions from across 
the country collaborate at the HSD Campus to develop 
knowledge, products, and services that contribute to 
a safer and more secure world. The Campus is the 
inspiring meeting place for entrepreneurs, students 
and professionals in the security cluster. In The Hague 
region alone 400 security businesses operate and 
employ 13,400 people. 

The Hague Security Delta are co-ordnators of the 
Cyber Security Week, of which Critical Infrastructure 
Protection & Resilience Europe is proud to be a part of.
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